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Mengenal Doxing
Bahaya Privasi Online

Membuka dan menyebarkan data pribadi
seseorang tanpa izin.
Bisa berupa nama, alamat, nomor telepon,
rekening bank, riwayat kesehatan, dll.
Termasuk pelanggaran privasi dan
cybercrime, sering digunakan untuk
mengintimidasi, mempermalukan, atau
membungkam korban.

Deanominasi  Penargetan Delegitimasi
Bongkar identitas anonim

atau samaran
Mengungkap lokasi atau
informasi spesifik korban

Merusak kredibilitas, reputasi,
atau karakter korban

Mengapa Berbahaya? Cara Melindungi Diri
Data alamat dan nomor
telepon bisa disalahgunakan.

Risiko pencurian identitas
dan penipuan online.

Adanya teror, intimidasi, dan
serangan psikologis.

Privasi dan keamanan keluarga
ikut terancam.

Batasi informasi pribadi yang
dibagikan di media sosial.

Gunakan password kuat dan
aktifkan autentikasi ganda.

Waspadai tautan atau adanya
permintaan data mencurigakan.

Segera melaporkan diri jika
menjadi korban.
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