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RISIKO KEAMANAN DATA BIOMETRIK
PADA APLIKASI DIGITAL

Penggunaan aplikasi digital yang menawarkan
proses verifikasi identitas berbasis biometrik,
terutama melalui pemindaian iris mata tengah
menjadi perhatian publik saat ini.

Aplikasi tersebut meminta berbagai izin akses
di perangkat pengguna seperti kamera, kontak,
lokasi, dan penyimpanan serta menjanjikan
imbalan berupa token digital yang dapat ditukar
dengan uang tunai bagi yang bersedia
melakukan pemindaian iris mata menggunakan
perangkat khusus.

👁️ Kebocoran Data Biometrik 
        Data iris mata bersifat unik dan tak bisa 
        diubah.  Jika bocor, bisa disalahgunakan untuk 
        pemalsuan identitas atau pelacakan digital.

💰 Eksploitasi Ekonomi Digital
        Adanya Iming-iming “uang gratis” bisa 
        membuat masyarakat menyerahkan data 
        berharga tanpa sadar risikonya.

🚫 Permintaan Izin Akses Berlebihan
        Selain iris, aplikasi ini meminta izin akses ke 
        banyak data pribadi lain seperti kontak, lokasi, 
        foto/media, penyimpanan, dan telepon. Akses 
        berlebihan ini dapat meningkatkan potensi     
        kebocoran informasi sensitif pengguna.

🔒 Jaga Data Biometrik 
        Jangan sembarang memberikan data biometrik 
        ke aplikasi tak dikenal. Ingatlah iris mata tidak 
        berubah sepanjang hidup, jika sekali bocor, 
        risikonya sangat besar.
💰 Gunakan Aplikasi Resmi Berizin
        Pilih hanya aplikasi yang telah diverifikasi oleh 
        otoritas berwenang. Aplikasi yang belum tercatat 
        sebagai Penyelenggara Sistem Elektronik 
        (PSE) berisiko diblokir dan belum tentu aman.
🧠 Tingkatkan Literasi Digital
        Edukasikan diri tentang keamanan digital.
        Hindari tergiur iming-iming yang tidak masuk akal.
📣 Laporkan Aplikasi Mencurigakan
        Jika menemukan aplikasi mencurigakan atau 
        aktivitas privasi yang meragukan, segera 
        laporkan melalui kanal aduankonten.id untuk 
        tindakan lebih lanjut.
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